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EUROPEAN INJURY DATABASE / 

NETWORK OF DATA SUPPLIERS 

Network Co-ordinator: KfV (Austrian Road Safety Board), Vienna 

IDB data controller: European Commission, DG Sanco C2 

 

DATA ACCESS POLICY (Version from January 10, 2008) 

for the single case IDB data via the password restricted access at 

https://webgate.ec.europa.eu/idb 

 
The European Injury Database contains anonymous personal data on accidents and injuries. The data 

is provided by IDB Network Members (data suppliers) and Observers in participating countries for 

purposes of preventive medicine, management of health care services, public health research, and the 

implementation of the Council Recommendation on Injury Prevention from May 31, 2007. The 

European Injury Database is hosted by DG Sanco C2 (IDB data controller). Data collection, handling, 

processing and use of this data is bound to the Data Protection Directive 95/46/EC of the European 

Parliament and the Council of 24 October 1995, to its national implementations, as well as to internal 

rules of the Commission.  

In order to comply with the legal requirements for the protection of personal rights of data subjects, in 

order to protect rights of data owners, and in order to ensure the benefits of this data for the purpose of 

preventive medicine (injury prevention) and management of health care services, the network of data 

suppliers has agreed to the following data access policy concerning single case data. The Network Co-

ordinator in collaboration with the IDB data controller is entitled to ensure the implementation of this 

policy: 

1. To ensure the non-dissemination of single case data, data shall not be centralised in a third party, 

or communicated to a third party. The IDB restricted access application shall be the only point of 

access to this data. 

2. The restricted part of European Injury Database is accessible by secure internet protocol only 

(https). 

3. Access to single case data can be granted only, when users agree in writing with the attached 

terms of use. In this case; access has to be granted to: 

– Injury Database data suppliers (access is valid as long as they provide data for the joint 

database according to the common quality criteria); 

– The head of Public Health Programme Management Unit at the European Commission 

(access is valid as long as EC/DG Sanco hosts the database); 

– The head of Product and Service Safety Unit at the European Commission (his access is 

valid as long as EC/DG Sanco hosts the database); 

– Service providers linked to the European Commission by contract to fulfil specific tasks 

related to the IDB (access is temporary and shall be suppressed at the end of the contract); 

access can be granted to: 

– Researchers and injury prevention professionals upon request (access is temporary and 

shall be suppressed at the end of their analysis). 

4. The network coordinator will handle and document all requests, and the respective communication 

between applicants, data providers, and data controller.  

 

 

Agreed [all current Network Members]  

 

Place, date, name, signature [Network Co-ordinator & IDB data controller on behalf of the network] 

 


